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ABSTRACT

A computer communicatioh protocol has'beeﬁ set up for ‘datq
transter among a grodp of _microéomputeps connected in a
Token ﬁing LLocal Area Network. Using several defined control
characters, the_network provides éome modifications with
respect to the existing network protocols. The network
provides the facilities of sharing of costly .computer
réséurces like harddisks, printers, different  softwares
which may not be attached to all the computers of the
network.:One ot the main ideas behind the development of the
‘network to use hardware elements as minimum as possible and
thereby to reduce the cost ‘of impleméntation. The charac-

terigtics of the c¢ontrol token of the networkk have been

modified with respect to the existing protocaols to limit the

hardware supports and at the same time to restore the normal-

speed of processing of local functioﬁs of l; computer. The
implemented software provides communication facilitieé like
interractive communication, file .send, file receive and
remote printing. Hinds are-given at the end to CATTY oﬁt fu-
tﬁre work in this area which will ultimately expand the net-

work facilities.
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The exchange of information between computers

for

purpose of cooperative action is generally referred to as

computer communication.

A simple

FigufeLl by a

model -of communication is represented in

block diagram.

PART : INPUT TRANS TRANS RECER ouTeuT
Y —— > > 3 —>
: | HMITTER MISSION VER EviC
OR USER DEVICE : fMEDIUM PEVICE
. J - J
a4 o

SOURCE SYSTEM

 DESTINATION SYSTEM

Fig. 1.1 A almnle medel of cemmunicatien

In computer

systems may.consist of

data processing devices,

In its

communication the source and destination

computers, terminals and/or other

most simple form, computer communication may

take place between two computers that are connected by some

form of point-to-point transmission medium. But® it is im-

practical to directly connect all the " computers when the

number of computers

very far apart.

increases and when the computers are

The solution to this problem is to attach

each computer to a communication network. When two or more

comput.ers are

interconnected

in this way via a communication
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network, the set of computers is referred to as a computer

network.

When . a group of computers.situated within a limited
geographical area are interconnected for interchange of inf
fofmation among the coﬁputers or qther networks a local area
nétwork is formed. It can serve variety of devices and sup-

s

ports minis, mainframes, terminals and other peripherals.

f

, A local area network can exploit the distributed com-
putational facilities and thereby reduces the computational’
cost. The data transfer rates on this network are high

enough to satisfy most requirements and provide.wide band

data transmission capability at low cost.

1.2 Importance of Computer Networking

Interlinking of computers is a very powérful process for

information flow from one device to another. User’s from
different points- on the network can easily transfer
information. Besides transformation of files and other up-

dated information does not_require-.external processihg‘ of

the computers .

It -iS not expected that eﬁery user will be able to in-
clUdelall the computer facilities (like printer, hard disk,
a large number of costly softwares etc.) with his computer

gystem. When the user is connected to a local area network,
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resources of different working stations can be shared
through this network. This reduces the cost of purchasing
different computer resouces for all user’s and eliminates
the need of physical transformafion of devices from one

location to another.

A local area network can provide the facilities of shar-
ing database inventory files by two or more users at dif-
ferent geographical locations. This feature reduces the cost

of buiing softwares for each individual station.

1.3 Objective of the Research Work

A completely separate wide area network for exclusive use
of -digitgl data transmission is neither justifiable nor vi-
able in the present context of Bangladesh. But sharing of
costly computer resources by establishing a communication
link-among a grodp of computers 1is  -essential for our

country. Thus a suitable 1low cost technology must be used
for computer data communication. Token riﬁg local érea net-
work is one of the most popular method to bring the computer
resources located wifhin a limited Qeographical area under a
ne£work. As a result,' a token ring locél area network will

be developed by keeping the use of costly hardware elements

as minimum as possible. :



1-4

1.4 Expected Result of the Research Hdrk

The proposed system is'expgcted to be Ring Network. The
aystem will have adaplibility towards extension of the net-
work=“and the costs will be simply additive on the excess
elements involved. The medium access technique will be based
on posseésion of a control token. In the p;opqsed network, a
collections of microcohﬁuters,will be allowed to ihteréom—
municate through a séries of point—téépoint coaxial cables

with dedicated opefations.

The communication process will be interruﬁt driven. -As a
resplt, normal processing at . either end will not be
obstructed. An user will get ‘interractive communication,
file transfer, remote printing and other network facilities

from the. proposed system.
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2.1 Introduction

The usér of a lone computer can access only the resources
associated'ﬁith his computer. rThe user’s scope of  exchange
of computer information for the purpose of cooperation is
restricted unless a computer communication is established by
connecting all those computers. Thus the exchange of infor-
mation among computers is referred to as.computer communica-
~tion and the system on to which all the computers are con-
nected to establish a computer communication is reférred to
as Computer Network. It is obvious that the interconnection
is affected by the network system that allows the coﬁputera
to exchange information to support the user's-requirementa.
Theé basic function performed By-a network is to pfovide a
path by which a user can access services or éonnect with
other wusers. Intelligent and meaningfui communication,
however, requires the exchange of information. in an orderiy
manner using arwell_defined and structured set of rules and
conventions. What is communicated, "how it is communicated,
and when it is communicated must conform to those mdtually
acceptable rules and conventions. These sets of rules and

conventions are called protocols.

2.2 Classification

Computer networks are characterized according +to their
use of available band width, geographical extension of the
network elements, the way in which those elements are ‘at-

tached to the network. Among those, geographical extension.
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1) Supports data communication among the participating

devices located within a span of 2 to 5 kilometers.

2) Supports data transmission at relatively high speed (1

to 20 Megabyte).

3} Provides the flexibility to attach new devices to the

network without much difficulties.

4) Provides the flexibility to interconnect with other

networks.

5) ~Should include features that faciliate network
~maintenance, diagnostics and services.

6) Uses packet gwitching techniques for communication.

.7) Uses twisted pair as an 1inexpensive transmission
medium or uses coaxial cable or optical fiber as an high

speed transmission medium.

8) Should - be précisely defined in terms of layered
protocols.

-

9) Uses either bus, tree or ring topolbgy.

10) . Provides baseband as well as broadband transmission

techniques.
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of the network elements is the most widely wused basis on
which computer networks are usually characierized. When an
interconnection is made suqh that the communicating devices
dispersed over ﬁens of hundreds of kilometers, it is
referred to as Wide Area Network fWAN) or a Long Haul Net-
work (LHN}. A network is an MAN (Metropoiitan Area Network)
if it serves users:who are spread over several buildings in
close proximity in an wurban environment covering tens of
kilometers. On the other hand a Local Area Network (LAN)
covers étmoét a diameter of several kilometers and is typi-
cally confined to a single buildiﬁg .or a set of closely

situated buildings such as a university campué.

Locai Area Networks support minis, mainframes, terminals
and other peripherals. In many cases these networks cén
carry voice and graphics information in addition to data.
The LAN is probably the best .choice when a .variety of

devices and a mix of traffic types are involved.

2.3 Characteristics of Local Area Network

A Local Area Network is a group ot interconnected com-
puters situated within a limited geographical area for the

interchange of information among the computers and between

remote hosts or other networks by sharing some transmission

facilities. The ‘' transmission facilities may include the
transmission media, network interfaces and communication ’
protocols. - Followings are the characteristics of a typical

LAN.
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2.4 LAN Architecture

Topologx
The manners in which the devices participat-
ing in the network are interconnected for information inter-
change is referred.to as topology. How easily a local area
network may be implemeﬁped depends to a large extend on 1its

topology. The basic topologies used in LANs ‘are
1} Star Topology
2) Ring Topology

3) Bus Topology

Star Topology

A

. \ CENTRHL- HUB

Fige 2.1 Star. Tepelegy t ALl devices: ara cennected te a
central hub :

OTHER
€—— MNETWORK ELEMENTS

ORDEVICLES

In a star topology there is a central hub
which is connected to all the devices by point-to-point
links. The central hub contains a switch to be shared by.all

devices.

Twisted pair is usually used to link the stations to the

central switch.



Ring Topology :

";///r———"———NETWORK INTERFACE

wFig-= 2.1 Ring Topology: Host computers are connected to a ring

The ring topology congists of a closed.
lqop. Data circulates around the ring uniderectionally. On a
series of point-to-point links. There.is no need of routing
decisions. A station wishing_to transmit waits’for its next.
turn and then seﬁds data out on to the ring in the form of
packet. The packe£ contain source and destination address
fields as well as data. As the packet circulates, the des-
tination station copies the data into a local buffer. A dis-
tributed control protocol is used to deterﬁine the .Bequence
in which thmunication continues. Since multiple devices
sharezthe ring, control is needed to determine at what timg

which device can insert packets,
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Bus Topology

BUS

—

Fig. 2.3 Bus Tepelegy : All statiens are cennected te a
cemmen bue -

The bus tdpology uses multipoint transmission medium
"i.e. all nodes of the network.are directly tied to a single
transmission medium. Because all devices share a éommon
mediuﬁ, only a‘pair of devices on a bus can communicate at a
time. But unlike the ring topology, the pair of devices can
communicate directly" without -disturbing the remaining
devices. Transmitted messages flow away from the originating‘

node in both directions. A distributed medium access

protocol is wused to determine which station may transmit

next. The bus topology requires no routing decision.

N
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Tree Topology :

Fig. 2.4 Tree Tepelegy : 3tatiens ferm a trae

The tree topology 1is a ¢generalization of the bus
topology. The transmission médium is branched to accommodate
the devices participating in the network. Tree and Bus

topology typically use coaxial cables or twisted pair.

Multiple Bus :

Fige 245 Multiple Bus : Statiens are cennacted te twe buses

Instead of a single common bus the topol-
ogy uses two separate bus as transmission medium. One bus .is
‘used to transmit data in left direction and the other is

used for the reverse case.

-



2.5 Topology Design

Topology "of the -‘interconnection of a Local Area Network

plays an important role to determine

i) The céét of implementatiqn

ii) The performance of the network
iii) Intricated technology involved

iv) Reliability of the network

v) Degree of robustness of the network
vi) Siﬁplicity of the software involved

vii} Extent of the flexibility of the network.

Adopting any one of the above topologies or its improved

vergion is based on the need to fulfill the particulﬁr

requirement of a certain environment. Topology design is

therefore, a critical phase of network synthesis partly be-
cause of routing, flow control and similar other behaviours
~of the net#ork. The locations of nodés and connection of the
links in a topology design determine the tr;nsit time
through the network. Again for reliable and security
considerations, gsome networks may be required to provide

more than distinct path for each node pair.

The first step of foﬁology design is to obtain a. feasible
network topology. The next step is to optimize the network
topoloéy with regard to the environment where thé network
would be established. Topology design approagh is depicted

"in the figure

D7



GENERATE A

NETWORK TOPOLOGY

\

IS NETWORK YES

NO

aN

FEASIBLE

Y

INITIALIZE

COUNTER TO TRACK

OPTINIZATION
v .
CAN NETWORK NO
TOPOLOGY BE. IMPROVED ‘
YES
. - ! A
NEW NETWORK NG EXIT WITH
A “TOPOL.OGY FEASIBLE PREVIOUS
NETWORK
TOPOLOGY
YES o
(ﬁfERMINATEj)
\
"N OBJECTIVE EXIT WITH

NEW NETWORK

FUNCTION
\ ACHIEVED

TOPOLOGY

Fig. 2.6 Flew diagram ef tepelegy design



2.6 SWITCHING PRINCIPLES

There are different techniques of data transfer in com-
munication networks. A communication network may be’
categorized on the basis of architecture and techniques used

to transfer data. The following types are in common use:

1. Switched communication network
a) Circuit-switched network
b) Message-switched network

c) Pa¢ket—syitched network

2. Broadcast communication network
a) Packet radio network
b} Satellite network

c) Local area network

A circuit switched network transmits a message by providing
‘'a complete path .of transmission 1links from the message
originating node to the destination node. This path is set
up by a special signaling message sent by the originating
node to the destination node.. A response to this 8Bignaling
message from the destination node informs the origihafing
node to proceed with data transmission. This data is trans-
mitted progressively over all the channel in the path with
no intermediate store-and-forward delays. The entire fixed-
delay path is allocated to this transmission, until the

sender releases this path.
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A message-gawitched network transmits. a message among the
nodes 'bii moving the message through various transmission
links and message buffers. A message is stored and then
tfﬁngmitted'to the next node along the message path. A mes-
sage transmission~ff0m a node does not start until a buffer
at the nexf node on the route has been allocated for it. The
path or the route for messagé transmission may be fixed, or
it may be determined dynamically as the message progresses

toward itas destination node.

A packet-switched network differs from a message-switched
network in that long 'messages are first decomposed into
fixed-size segments called packets. These packets indepen-

dently traverse the network until they reach the desired

node, where +they are reassembled into the cbrresponding
message. Thus, many packets of the same message may ' in
transmission simultaneously, - thereby providing an important

advantage of packet switching: pipelining effect. Packets
belonging to =a pgrticular message éré held_in the memory
buffers of a destination node until all ‘the packets required
to assemble the entire message hﬁve arrived. Thus, besides
£he store-and-forward buffers, nodes in the packep-switching
networks also fequireAreassembly buffers. _A-packet-switched
. network handles the stream of packets in two-ways: .datagram
and virtqal circuits. In datagram approach, each paéket is
treated independently, just as each message is treated inde-
pendently in messagé~switched nétwork.~The packets of a par-
ticular message with same destination . address do not all

follow the same route. This is also ﬁossible that the pack-
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ets will be delivered at different sequence from the one in’
which they were sent. 1In the virtual circuit approach, a
logical coﬁnection is established before any packets. are
sent. Once the 'cohnection has established two stations of
the network may exchange data over the 'logical or virtual
' cifqdit that -has been established. Each packet containg a
virtual circuit identifier as well as data. Each node on the

preestablished route knows where to direct such packets.

Two similar types of broadcast networks are pégket radio and
satellite networks. In both cases, stations trangmit and
receive via anténna[ all stations share the éame channel or
radio frequency. In packet . radio network, all stationa are
within transmission range of each other,' and broadcast
directly from one station to other stations. Iﬁ a satellite
network, .data are not transferred directly from transmitter
to receiver but are relayed via satellite. -Each station
transmits to the satellite ; the _satellite repeats the

transmission an it is received by multiple stations.

A local network is & communication network confined to a
small - area. In a bus local network, all stations are con-
nectéd to a common bus in a multipoint configuration. A
trénsmission by any station propagates along the length of
the ﬁédium,in both directions and can be received by all
other stations. A ring local area network consists of a
closed loop, with each station attached to a simple reﬁeat-
ing elemeni. A transmission from any station circulates

around the ring past all other stations, and can be received
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by each station as it goes. by.

2.7 Transmission Media :

It is the lowest 1level of comﬁuter networking and

provides the physical connection between the devices and the

. network. l'he widely used media in LANs are

i) Twisted Pair
ii) Coaxial Cable

iii) Optical Fiber

Twisted pair wiring 1is the most common communications
transmission.medium and is typically used for low speed data
communication. The advantage of twisted pair over the other

two media is 1its lower cost. -

Coaxial cable provides higher performance requirements.
1t provides higher'throughput and can support a larger' num-
ber of devices and can span greater distances than twisted

pair.

Optical fiber cable is even of greater cﬁpacity .than
coaxiai cable and.is 5eing introduced ianAN potentially. ltr'
has been, however, little used so far due to cost and tech-
nical limitations. Optical fiber cable is immune to electri-
~cal interference and thus provides excellent  security and

reliability.



2.8 Access Protocols :

The access protocols defines a set of
formal rules and conventions to be obeyéd by the com-
municating devices .to énéure a smootﬁ information
interchange. One of the main tasks of the,éccess protocolg
i3 to provide a means for resolvihg contention when multiplei
devices want access simultaneousl& to the same transmission
medium. Besides, access.protocols may ﬁrovides priority to a
partibular devices if required and may alsQ_limit tranamis-

sion to a particular device at a time.

" LANs of bus/tree tdpology usually present the followihg

. two access protocols :

i) CSMA/CD

i1) Token Bus : .

CSMA/CD : The most commonly used aécess protocol tech-
nique -for bus/tree topologies is Carrier Sense Multiple
Access-with Collision Detection (CSMA/CD). This is also
referred to as Listen While Talk (LWT). 1In this technique
all stations have independent access to the medium. Any sta-
tion wishing to transmit some thing must at first‘listen ‘or
sense the .carrier to see if the éhannel ié idle. If the
channel is sensed busy, the stapion must wait till the

medium becomes free.

Once transmission from a station starts, a certain amount

of time elapses to reach the data to the destination
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station. If ﬁo other station starts trgnsmission within this,.

short period 6f time interval foliowing' the start of the
transmission, the transmission succeeds. If on the other
hand, any other station starts transmission being unaware of
the fact that another station has already started transmit-
ting packet' that has not yet geen remo&ed from the medium,
the transmissions are said to collide. The CSHA/CD protocol,

however, detects any such collision. When a collision

‘occurs, all stations which are involved in this mismatch,

cease transmission immediately and wait for a certain amount
of time determined from a predefined statistical

calculation.



| )

@

A BEGINS TRANSM1SSION

Idj.-

B BEGINS TRANSHISSION

E

B DETECTS COLLISION

1 = ‘
a
A DE‘EECTS CoLLISION

JUST PEFOREEND OF _
TRANSMISSION

Fig. 2.7 Cellisien in a bus/tree tepelegy
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Token Ring

"To avoid any transmission céllision the use
of token passing techniques is quite old and still very
popular especielly for ring techniQue; This token ring tech-
nique is based on the use of a small token packet ‘that cir-
culates around the ring. The idle token is sequentially
passed from one active Ring Interface Unit (RIU) to another
in the ring. A s?ation wishing to transmit dﬁta waits until
it detects a free token passes by. The station then changes
the token to a-busy one and sends the entire. packet with
proper destination address. As the packet passes thé‘dif*
férent active RIUs one by one, eaqh RIU checks if the. desf
. tination addres§~in the packet matches with its own address.
If the destination address- does not: match with its own
address then the RIU seﬁds this packet to the next RIU on
the ring. On the other hand if the destination address
matches ‘then the entire packet is copied by the RIU and
passes this packet to the hext RIU so that ultimately it
reached the transmitting RIU as an ackhnowledgment. “~The
packet on the ring thus makes a round trip 'and is purded by
the transmitting stéfion.. The transmitting station then in-

serts a new free token on the ring.



, . FREE
A TOKEN

"A'WANTS TO TRANSMIT
AND LOOKS FOR
FREE TOKEN

'C' COPIES DATA
ADDRESSED TO IT

SENDER 'A' GENERATES
FREE TOKEN UFON

RECEIPT OF PHYSICAL
TRANSMISSION HEADER

Fig,2+8 1 Packet transfer in a Token Ring network



' Token Bus

In _this access protocbl the manner in which
the stations are attached to the transmission ﬁedium is same
as bus topology. But the stations form a logical ring with
respect 'to the sequence of receiving the téken on the ring.
That means the stations afe assigned positioné in an orderly
sequence with the last member of the ~sequence fqlloﬁed  by
"the first. The physical orderihg of the stations on the bus

is irrelevant and independent of the logical ring.

Upon receiving a token, a station is grénted of the
medium for a specified time. This station may transmit one
or more packets and may poll spations and receive fesponaea.
~ When the stations transmission is finished, or the allowed
time has elapsed, it passeé the token on the next station in
logical sequence. The new station has now the right to begin

transmission.
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Open System LAN :

A network has - hardware and
software to support communication between or among the
computers. Communications hardware 1is reﬁsonably standard.
But when communication is desired among heterogeneous
devices, the software_development effort is really diffi?ult
"in its true sense. Again a one at-a-time special purpoase ap-
proach’ to communication software development is too costly .
to be acceptable. The solution of this problem is to adopt
and implement a common set of conventions. The International
Organizatinn for Standardization (IS0) devéloped the Open
System Interconnection Reference Model (0O8I-RM) which is a
-framework for defining standards for linking heterogeneous

Computers.

The Reference Model of Open System Interconnection

provides a common basis for the coordination of standards

development for the purpose of system interconnection. It,
however, allows existing étandards to be placed into
perspective with in the overall Reference Model. The O0SI

Refence Model consists of a hierarchy of seven layers.

.This model provides a frame work that allows for data -
communicntion standards to be developed in ﬁn orderly and
comprehensive manner. It eliminates the trouble of data com-
munication among different devices of different data

formats.



LEVEL-7 APPLI1CATION PROTOCOL’
User level and Applicéﬁion Dependent
Services and Procedures

LEVEL-6 PRESENTATION PROTOCOL
Data Formats, Codes and representation

Transformation and Encryption

LEVEL-5 SESSION PROTOCOL
Control of Dialog Between Processes, Segmenting,
‘Buffering, Abnormal recovery
LEVEL-4 TQANSPORTATION PROTQCOL
End-To-End Control, Packet or Message
Assembly/Disassembly, Priority etc.
LEVEL~3 NETWORK PROTOCOL
Network Management, Block or Packet
Structure, Message Format
LEVEL-2 DATA LINK PROTOCOL
Data flow Initialization, Control, Termination
Error Recovery
LEVEL-1 PHYSICAL PROTOCOL
Facility- Electrical, Functional,
Mechanical Interface

Fig., 2,10 Seven Layers: of OSI (RM)
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1. Physical Layer : The physical léyer is concerned with the
transmission of sequence of bits. It does not léok at. the
structure of sequence "of new bits . It is also concerned
with electrical, mechanical functional and procedural
characteristics to acceés the physical transmission medium.

. Example : RS8232C

2. Data Link Layer : This layer is concerned for the reli-
able- transfer of information across the physical link. It
provides the means to activate, maintain and deactivate the
link. Data link protocols'usually include some means of er-

‘ror detection, flow control and synchronization.
Example of standards at his layer is HDLC.

3. Network Layer :@ It pfovideé thé upper layers witﬁ inde-
pendence from the data transmission and switching tech-
nologies used to connect systems, i.e. this layer provides
transparency of .data transfer betwéen tfansport ehtities.
The network service 1is responsible for establishing, main--

taining and terminating connection across the intervening

‘communications facilities. i _ .
Example : X.25 Layer 3 atandard. -
4. Transport Layer : -The service of the layer is to provide

a reliable mechanism for the exchange of data between
processes 1in different systems. It supports end-to-end

recovery, flow control and transparency of data transfer be-
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tween end points. This layer may employ either virtual ciré

cuit or datagram switching tecniques to support reliable

communication,
6, Session Layer © The session layer is responsible for the
management of dialogue between applications. The session

layer provides +two application proéesses a means to estab-

lish and use a connection which is referred to as session.

6. Presentation Layer : The presentation layer is concerned
-with data representation. It eliminates the differences iﬁ
format and data representation. Thus it provides indepen-
dence to the application processes from differences in
syntax.

7. Application layer.: This layer is responsible for . the
acéess of the application processes to the O0SI environment.
A variety of application specific profocols ére provided
here which might include services to facilitate file |
transfer, information retrieval, text editing etc. ‘

The advantage of 0SI approach is that it sclves ‘the
heterogeneoué computer communication,probiems. Two systems
can communicate effectivély if they implement the same set
of communication. functions into the same set of lﬁyers and

if peer layers share a common protocol.
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3.1 Topology Selection':r

The ring topology is generally feasible when a
LAN designer wants to keep. the network " implementation
process simple and economic. The ring type LAN is the primer
but it is very popular among netwo;k designers. The exten-
sion of the network is possible.'in ring system and the
required costs for such extension is simply additive on the

excess elements involved.

3.2 Network Interface :
A typical token ring LAN interface mainly requires

.1) A packet processing unit (8088, 8086, Z80 etc.) : It
processes daté packets coming from the pfeceding station and
it sends necessary information in a packet form to the next

station of the loop. The packet processing unit on the in-
terface relives the central processing unit of the host com--

puter from ﬁrocessing the packets.

2) A transmitter-receiver wunit ¢ This unit receives data
packets from the preceding interface and interfupts the
packet processing unit of its own ‘interface board to process
the packet. The transmit-receiver unit algo.transmit the

data packets to the next interface.

3} A memory unit : This memory unit consists of two parts.

One part (ROM) holds the program for the interface and the
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other part'(RAM) acts as a buffer memory.

In the proposed token ring network there will be no separate
interface between the network aﬁd the hoét computer.. The
above elements are available with the system unit of =
computer. The RS232C will be used as a node within the
network. The processor of the host computer wiil perform
major tasks which are performed by interface procéssor in =a
conventional token ring network. Now if a small token is
made to circulate constantly around the ring, then fhe
processors of all the computers of the network will remain
busy just to make a route for the tokeﬁ. And tﬁis type of
involvement of the processors of the computers will ensure
wastage of more time with the decrease of the number of the
computers within the network. As a result, processing of lo-
cal functions of a computer will be delayed. Tﬁe ﬁroblem is.
solved by'holding the control token with a station instead
of allowing the token to circulate around the loop. Which
station will hold the cohtrol token 1is determined by the

medium access rules and these are stated in section 3.4.

3.3 Netwofking Technigues

A communication network is a shared resource. It provides
the sharing of transmission facilities among a group of
stations, which reduces the cost incurred by any pair of

“stations,
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The Fopology of the propoSeé network doeé not allow in
its true sense any dedicated communication path between two
station. There is ' no need to establish a station—to—sfatfon
circuit connection and then transmit data &8nd consequently
disconnect the connecfi;n. Instead the data to Be trans-

mitted are at first processed to form one or more packets.

Each packet contains the source and destinaﬁion addresses,

: The station with free token then sends the first packet to

the next station within the 1loop. The adjacent station
receives this packet and process the packet to determine the
a@dress mentioned iﬁ the pachket. If the destination address
as mentioned in the packet matches with the addresé-of this
réceiving station, it will send an acknowledgment to . the
transmitting station down the loop. Otherwise it will just
pass the packet to thé next station within loop. If the ad-
dressee as mentioned in the packet is not active within the
loop, the process of token passing to the.qéxt station con-
tinues untill the packet reaches the original transmitting

station.

Thus data transmitted by one station on the pfoposed net-
work is received not only by the destination station, but
also by the other stations in between the source and des-

tination stations.
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3.4 Medium Access Control Technigues :

" The network will use a common transmission medium
for the coﬁmunication between ‘'any two stations. There must
be some access control technique so that only one station
can successfully transmit on the shared medium at a time. In
a centralized network, a controller is designeq to determine
which étation will access on the network. This scheme
however, has the disadvantages of a single poinf failure and
high propagation delay. In the proposed network all the sta-
tions collectively perform a medium access control functidn

to determine who will access on the network.

In the proposed token ring the small token will not cir-
culate constantly around the ring when all the stations are
idle. Instead, a freé control token will be in the posses-
gsion of the station which has transmitted most recently. Anyl
other station wishing to communicate with another station
must send an interrupt to the down stream station asking the
free token. If the astation at therdown stream holda the free
token, it will send the token to the calling station through
the other down stream stations. The free token like an;.
other packet will always travel on the ring in a particulér
direction (clockwise or anticlockwise). This constraints of
the proposed network limits the ‘speed of the data transfer
on the network. On the other hand the unidircetional_traﬁel—
ing of the packet minimizes the number of wires in the
cables and thereby reduces the cost of the cables for con-

necting two consequtive stations through'RSZ32C.

'



Token Asking

If a station with no control token receives a request for
controi token from its previous station, it will then pass
the request to the next station in the loop; The processes .
of passing the request éf the oriéinﬁl calling station will
continue until the token is found. If the calling qtation
can identify that the token is not availaBle on the network;
it will then generate a new free token and then it will

start communication.

Token Generation

There are two cases when the network will be required to

generate a new token.

Case I : All the computers of a netwofk are turned  off.
If an wuser 'of the network turns on his computer and then”
Jloads the network software, there will be no token on the
network. This is because the software does not generate a
token when it is simply loaded into the memory of the
computer. Similarly when a second user tufns on the computer
& loads the software there will be still no token, Thé first
user will be able to recognize this failure by identifying
interrupt for token request which was originally generated
by him and again éomes to him after passing through-the'dif-
ferent compufers of the network. 1In this case the ngtwork
software remaining resident in the computer memory of user #

1 will generate a new token and will permit him/her to com-



municate with the user # 2.

Case II : Some cases may arise when the éxisting token
will be lost. If a-computer, which was processing the token,
is shut down, or rebooted, then the existing token will be
lost. Besides; if the tokén possessing cbhputer'fails to
recognize the interrupt for token request from a computer up
stfeam, a new token wili still then be generatéd.'This later
case however will bring another uneasy situation of dupli-

cate token within a network.
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Fig.3.2

Fig,3.3

3.8

———— DIRECTION OF’ DATA

CABLE ~——o
STATION E
No station has -yet transmitted any data after turn

on. Hence no control token on the netwg}k system,

D| | E

Station B wants to start transmission. It sends-

the interrupt "B wants control token"to the sta-

tion C. Station C has no control token. As a
result C passes the _interrupt "B wants control
token" to D. .Since no station has control token

hence the interrupt B wants control token" ul-
timately comes back B.. B then generates a token
assuming that there is no - control token on the

network system.
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B

o-—CONTROL TOKEN

"/////[ IT IS FREE
1A

N

Fig.ls4 Control is in B’s posseasion. And it is a free

token.

I: CONTROL TOKEN
IT IS BUSY

Fig.3.5 B has already stared transmission. B still pos

sesses the control token, it is now busy token.
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B .
o
C 1A
D E
Fig.3,6 A wants to transmit. So it sends the interrupt "A

wants the control token” to B. But B rejects the

request as the token is now at busy state..

B
C A‘
D E‘
Fig,];ﬁ has completed transmission. .Now B possesses the
Vfreé‘token. _The token will remain with B untii no

other station wants the.token.



Fig:3.3 After a few seconds A again sends the interrupt. B

then send the control token to A via station C,

and E.

Fig.j,g NowvA ig transmitting data to a atation of this

network.

D



Avoiding Duplicate Token

1f a cdmputer possesses a tokén and it receives an inter-
‘rupt ‘for any thing other than token, it_will assume that
there are more than one token on. the network and this dupli-
cate tokenlgives 6ther station the capability to begin ..

transmission. In this case the network software will remove

the token remaining within itself.

Node-Design'Concept

It has been stated that the network does not require any
special interface between each computer and the network
ring. Instead, the proqessing unit of the syatem of each
computer and an asyncﬁronous‘cohmunication adapter are used
to handle the hardware side of communication processes. The

main elements of a probable node are a processing unit {(like

Intel 8088/8086 or 280, an asynchronous receiver-
tranémitter(e.g. Intel 8250), an interrupt ¢controller (e.g:
Intel 8259), an EIA driver (e.g. 75150), an EIA receiver
(e.g. 175154), etc. The block diagram in Fig. depicts the

probable node design concept.
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DSR | > DTR
RX 5 TX
"GND ~_ GND
Ciaf-12 +izf-12
N N
E1A E1A
RECEIVER PRIVER
3515 75150
ASYN. COMMUN. '
ELEMENT (8250)
INT. CPU MEMORY
CONTR- (2088) C;J)
| QLLER ‘

Flg. 3.10 EZlements ef 'a prebable nede
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4.1 Functiong of the Network

The network software is responsible for establishing an ef-
fective -and meaningfull communication link. betweenl two
users. When two computers are engaged in a communic&tibn
work (like file transmission), the other computers of the
network involves in that proéess for successfull communica-
tion getween the two users. For this following functions are

included in the network software :

1) Frame Contfol.

2} Error Control

3) Screen Control

4) Abnormality Recovery
5) Initialization Control
6) Sender Identification

7} Receiver Identification

1) Frame Control : Two types of frames are used in the net-"
work communications. One is referred to as Text Frame and
the other is the Control Frame. Text frames are used to

transmit or receive meésages or contents of a file whereas
control frames' are used to carry péquests and acknow-
ledgments for the “smooth _transmission of a message or a
file. -The requests and acknowledgments of a control ffamé

may be

a) Request to create a file

b) Reguest to open a file for read

=
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~to 1. The size of the control frame is fixed and it is of
11-byte long. The size of fhe text frame is, however,
flexible with an uppér limit-of 267: First_niﬁe bytes are

used as header and the last 2'bytes are used for 16-bit CRC.
The remaining 256 bytes may be used for the transmigssion of

text.

2) Error Control : It provides CRC check of each pachket.

The input of the Error Control routine are the'cgntents of
registers S5I and BX. The content of SI lpoints the data
packet and that of BX indicates the number ofrbytes in the
packet. The Error Control routine outputs a 16 bit CRC . in
the‘ BX register, However, if the rééeived'packet contains
any errcor, then the content of BX will be zero instead of

the 16 bit CRC.

3)'Screen Control : The network software changes the com-

puter screen in two instances.

i) If an user wants to start communication with any other
station, then a new screen with a network menu replaces the
user’s screen. After completion of the communication the

user’s original screen, however, comes back.

ii) If an user receives any méssage from any other user of
the network, the user’s screen at receiver is replaced by a
new screen showing the received message. The user, however,
can go. back to his original screen by simply pressing any

key of his keyboard.
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c) Requést to send a file
d) Request to send control token
e} Acknowledgment of a successfﬁl packet reéeption

f) Acknowledgment of reception of data with error etc.

The structure of the text frame is shown below :

1 2 3 4 8 ¢ 7 8 9 o n L AsT 2
s |s s < Els|[s|{rR|[D]|D D F
(o]
Y [ E u o [l E E A A A P
N H Q N T 1 A c T T T

Flg. 4.1 Text frame structure

l1st byte : Synchronigation byte, SYN

2nd byte o Starf of heﬁdér for text frame, SOH

3rd byte . E .Séquehce number of pdckét,'SEQ
4th & | N

5th bfte : Number of ohardote: in the packet

6th byte - ¢ End of Text Marker, EOT

7th byte ' : Code for Screen display'/ File write, SCN
8th byte : Sender's address, SEND -

9th byte :'.Reoeiver’s address, REC

10th byte to
3rd last byte: Text to be transmitted, Data
{ Maximum 256 byte )}

Last 2 bytes : 16 bit CRC.

LAY
"
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The structure of the Control frame is given below

4 s

1 27 3 4 # g =) 1o M LAST 2
s [E [T - F |Els | RIF |F 2 £
YN~(8.§REEN~EC_
N [ 4Q p ? w R E < g S
Fig. 4.2 Centrel frane structure
st byte : SynéhroniZation,'SYN
2nd byte 5 Enquary, ENQ
3fd byte : Type df Enquary, TYP
4th and '
5th byte : Count of Characters in packet, COUNT
6th byte : File Read or File Write marker, FR/FW
7th byte : Error code if any, ERR —
th byte : Sender’s address, SEND
9th byte : Receiver’s address, REC
10th byte to | |
last 4th byte : ‘Filq name ‘
3rd last byte : ASCIIZ for file name, ZERO
last 2 bytes : 16 bit CRC
After receiving a packet, the network software checks
the ENQ byte to determine the type of‘frame. If ENQ = 1,
then' it is a text frame and if ENQ = 5, it is a control

frame. Contents of DATA of the text frame is displayed on
the screen if SCN = 1. On the other. hand the coﬁtents of

DATA of the text frame are written on a file if SCN is equat



4) Initialization Control : It deals with setting up the

required ICs to their respective mode of operations. Com-
munication port. is’ initialized with the following
parameters. - -

Baud rate 1 8600

Parity A : No. Parity

No. of Stop bit : 1

No. of data bit v 8

Besides it enables the modem status interrupts for B250 in-
terrupt signal and also enables IRQ4 by programming 8259

Interrupt Masking Register.

4,2 Modes of Operation
There are three modes of operation in the network.

Idle Mode : When no computer is engaged in communiqation
thréugh the network, then the mode ié éalied idle mode. In
idle mode the control token does not circulate round the
ring. ‘1nstead, the control tokeq remgins with the comﬁuter

which has used the token most recently for commuriication.

Transmit Mode ! The network software provides two types of
transmit mode - enquary transmit mode and text transmit
mode. In enquary transmit mode, a station can interrupt the

next station to pass a request or an acknowledgment. In this

mode, the station does not require the control token to be
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with itself. As for an example wher a station successfully
receive a message from another stgtion, _it then send an ac-

knowledgment to the message transmitting station.

On the other hand, 1in text transmit mode either megsage
or content'of a file or a request to send a file 1is +trans-
Vmitted from a station. For this the station which initiated
the communication must have fhe control token. Sending mes-
sagé by an user from statioh A to gtation B is an example of

test transmittiﬁg mode .

Receive Mode : There is no clear cut distiction between an
Idle mode and a Receive mode. :When a computer receives an
Iinterruﬁt from the preceding station it goes to receive mode
and tries to receive a packet from that station. After a
packet is received, the 16-bit CRC is checked by the network
software. If the packet is found to be error free, the con-
tent of the packet is processed for subsequent action. On
the other hand é negative acknpwledgment is send if any er-

ror is found in the packet by checking the CRC bits.

The received packet may be éither a control frame or a
text frame. Bothlof these frames are served by =a routine
called Command Processor. The content of text frame is dis-
played on the screen if thé 7th byte of the frame, SCN = 0.
Otherwise the content is writteq onto an already created
file. If SCN is not eqﬁal to 0 and EOT = 17H then after
writing the content ofvthe frame on to the file, tﬁe network

close the file and goes back to Idle mode.



4.3 Asynchronous Communication Adapter

IBM Asynchronous ‘Communication Adapters or fequivaients' are
used for the network. Each computer of the network must have
such an adapter., 7Two jumper models of the adapter are used

to select RS-232C operation and to select -the primary

address for the adapter. The brimary addresses are listed
below.
' I/0 Decode (Hex) ! Register Selected ' DLAB State o

i, Primary Adapter | K . '

: 3F8 1 TX Buffer ! DLAB = O{WRITE) !
L 3F8 ! RX Buffer ! DLAB = O(READ) |
. 3F9 i .« Interrupt Enable ! ;

! ' ! Register < ! '
H | 3FA ' Interrupt ldenti- | i
! : H fication Register | ' '
" 3FB- | ! Line Control . | '
H : Register : . '
: 3FC - Modem Conﬁrol : - _ H
: . , " Register | H '
o 3FD : Line Status i o g
! 3JFE H Modem Status H : ;
! l ' '  Register . ‘ '



Adress

Bus

Data Bus

Address

Decode

Chip

Select

>

Interrupt

<

h'd

Oscillator

1.8432 M H=z

EIA

Receivers

8250
Asyn.
Communications

Element -

EIA

Drivers

Current loop

L]

25- Pin D-Shell

"Connector

Flg. %443 Bleck diasrem of asynchreneus cemmunicatien adapter




The heart of +the adapter i3 a TINS8250 . LS1 Chip or

equivalent. Main features of the adapter are :

¥ It adds and removes start bits, stop bits and parity

bits.

¥ Programmable baud rate generator allows operation from

50 baud to 9600 baud.

X 5,.6, 7 or B bit character‘with 1, 1-1/2 or 2 stop

bits.

¥ A prioritized interrupt system controls transmit,.

receive, error, line status and-data set interrupts.

* Full double buffering eliminates need for precise'

synchronization.

* Modem control functions : CTR, RTS, DSR, DTR, RI, car

rier detect

The figure on the next page shows that block diagram of

¢

the adapter.
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Voltage Interchange Information

-~

0 vdc

Binary State

Invalid Levels

Invalid Levels

Binary (0)

Binary (1)

.8ignal Condition ‘ ! interface
H Function
]

Spacing : , _ ' On

‘Marking H ' off
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Interrupt

- One interrupt line is provided by the adapter to. the system.
-This intérrupt is IRQ4 for the primary adapter. To allow thg-
communication card to Send interrupts to the system, bit 3
of the modem contrql‘registgr must be set to 1 {(high). At 
this'point, any interrupts allowed by the interrupt enable
register (1ER) will cause an interrupt. The instructions to

set Modem Control Register’s i3rd bit to 1 are
MOV DX, 3FCH
MOV AL, D8H

outr. Dx, AL

4,4 Data Link Control

1. establishes data link hetwmen two computers, ﬁaintains
the already established data link until the comwpletion of
data transter ui;i recleases Lhe doatan Tink when data transfor--
ﬁation takes place sucoesstully. Thisg data link .control does
the task of programming the vummunjcmt&mn adapter- and -inter-
rupl. controller, Intel R259 or equivalent. It supervises the

formation of packets and checks any error within the packét.

Following are the important functions which are included
in data .link control to provid a means to establish, main-

tain and release data links between two computers.



4-12.

Transmitting Station Ready

When a computer is ready to,tfansmit'a packet, the DTR pin
of 8250 is made low. The DTR output signal set to an active
low by programming bit 0 (DTR) of the Modem Control Register

{MCR) to a high level. This is done as

MOV DX, 3FCH . Loading address of MCR
MOV AL, 01 '

MOV DX, AL ;o Writing *1’ to DTR bit of MSR

The DTR pin ofi #250 of the transmitting station is connected
Lo the DSR pin of 8250 of the receiving station through EIA

driver and receiver as shown on the next page.

The low oulput signal of the DTR of Transmitting Station
interrupts the feceiving stntion and informs that the trans-

mitting station is ready to send a packet.



TX _

8250 ELA
DTR - DRIVER
GND 75150

TRANSMITTING STATE

RS 2320

_11 -
) R |
1 : : o
| /1 \ ]
! . |
1 i
I |
I |
| PN2 PA3 1 ElA
i F.IZ‘_ s || RECEIVER
' M DSR : 15154
| PIN7 |
' GND |
I I
l \ ‘I
| [y
1 ) L/ :
- RS2320 L

8250
DTR

GND

RECEIVING STATE

FIG. 4.4 CONNECTION OF TWO CONSENTIVE STATION

gL -9
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Transmitter Holding Register Empty (THRE)

Line étatus Register (LSR) provides Status information to
the processor concerning data transfer. Bit 5 of LSR is THRE
indicator. This bit indicates that the 8250 is ready - to ac-
cept‘a new character for transmission. Thé following ias for

checking LSR.

THRE : MOV DX, 3FDH : Load addréss of LSR
IN AL, DX
AND 20H ; - Check bit 5 of LSR

J2 THRE

Loading Transmitter Holding Register (THR)

The Transmitter Helding Register contains the character
to be transmitted serially. The address of THR for primary‘
adapter is 3F8H. The program segment to load THR is as fol-

lows !

{ AL contains the character to be transmitted)
' 4

MOV DX, 3F8H ; Loading addréss of THR

out bX, AL Loading THR with the

" required character.

P



- Testing aof

4-15

Whenevef
transferred
Line Status

for testihg
DR : MOV
IN

SHR

JNC

Unloading R

the Character Arrival

a complete incoming character 1is received and

into the receiver buffer register, the bit 0 of

Register {(LSR) is set to 1. The program segment .

of LSR tor character arriveal i1is given bellow :

DX, 3FDH - a Louding address of LSk

AL, DX 3

AL, AL, 1. H Check whether chapacter
: . arriveg

DR , )

eceiVer Buffer Register {(RBR)

The Rec
character.

_test, ‘then

eiver Buffer Register contains the _receivéd

If bit 0 of LSR is found to be 1 in the previous.

the following program segment vused for unloading

the RBR.
MOV DX, 3F8H o Loading the address of RBR
IN AL, DX : Unloading the character
: from RBR .
MOV {SI], AL 5 Store the received ’
; character into input buffer.
{ S1 contains the offset of input buffer. )
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4.5 Function Documentation

Flowcharts of the algorithms of the important functions

of the network software appear.on the following pages.

‘
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START

N INTERRUPT ROUTINE Y

ALREADY LOADED ?

i | .
INITIALIZE PRINT
COMMUNICATION PORT PROGRAM ALREADY
' RESIDENT

CLEAR INTERRUPTS

|
l ' ' (?TERMINATE j)

LOAD INTERRUPT

ROUTINE
-y

LOAD KEYBOARD INTERRUPT ROUTINE

X

ENABLE MODEM STATUS BIT OF IER

\
ENABLE 8250 INTERRUPT SIGNAL
f
ENABLE 1RQ4

X
KEEP STAY RESIDENT

THE TRANSMITTING ROUTINE

(:PERMINATEj)

3

Fig. 45 Flow diagram of Loading routine
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<§ET INTERRUFE)

v

Y ' CHARACTERA\\\N

AVAILABLE 7

| ¥ 1S IT \_N
!I'I _ ‘?
v

SAVE ALL

REGISTER CONTENTS

~

\
REMOVE ALT-S

_FROM _ KEYBOARD

Y
SWITCH TO THE

NETWORK SCREEN

y

DISPLAY MENU

{

\

BACK TO THE

USER'S COMMAND

Y
( RETURN )

INPUT FROM KEYBOARD (USER'S CHOICE)

v

CALL USER'S SERVICE

Y

SWITCH BACK TO USER SCREEN

v

RE-STORE REGISTER CONTENTS

!

4,6 Flow diagram of Keyboard lnterrupt routine
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( START OF TRN )

V.

\ CALCULATE FCS OF THE PACKET

X

APPEND: FCS TO THE PACKET
Y;CTIVATE DTR & DEACTIVAN QUT2 \

v

\WAIT FOR RECEIVER READYJ

e

Y TRANSITTER HOLDING N

REGISTER {THR) EMPTY

GET CHARACTER| . Y <:TIME 0VER4E)> N

LOAD THR '
\ - - A
ALL UHARACTEEE\\_ﬂ_ DISPLAY
LOADED TO THRJ/ ERROR MESSAGE

'DEACTIVATE DTR &
 ACTIVATE OUT2

-

N
( RETURN )

tig., 4.7 Flow diagram of Transmitting routine
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(‘SENDMSG )

\
DISPLAY

MESSAGE PROMT

CALL, BUFFERED

KEYBOARD ENTRY

\
SET SCREEN DISPLAY

ATTRIBUTE IN PACKET

/

'SET EOT ATTRIBUTE

\
CALL

TRANSMITTING

ROUTINE

{ RETURN )

Fig. 4.8 Flow diagram of Message Send routine
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<SEND-FILE>

\ ‘
DISPLAY

LOCAL FILE NAME

PROMT

b

GET

LOCAL FILE NAME

OPEN LOCAL FILE

ROR READ )
L

SAVE FILE HANDLE

g
DISPLAY

REMOTE FILE NAME

PROMT

\
GET

REMOTE FILE NAME.

A

SEND THE FILE NAME

TO THE REMOTE STATION
] \
('RETURN )

4.9 Flow diagram of Send File Request routine
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GET FILE

A
DISPLAY

REMOTE FILE NAME

PROMT

\
GET

REMOTE FILE NAME

\

SEND 'T'HE FILE NAME

TO THE REMOTE STATION

[ RETURN

Fig. 4.10 Flow diagram of Get File Request routine
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'SET INTERRUPTS

¥

SAVE THE CONTENTS OF REGISTERS

YES  / CHECK MODEM STATUS\\. NO
1S DSR=1 ? //
¥

RECEIVE PACKET

YES CHECK CRC OF PACKET NO

ANY ERROR 2

CALL. ' SEND NEGATIVE

COMMAND PROCESSOR ACKNOWLEDGMENT

¥

CLEAR 8250 INTERRUPT PENDINGle

\

RESTORE THE CONTENTS

OF REGISTERS

(" RETURN )

Fig'ﬁ.ll Flow diagram Qf Communication Interrupt routine



REC \

INITIALYZE

CHARACTER 'COUNT TO ZERO

x

GET LINE STATUS

Y

DATA READY;>—N

GET RECEIVED

CHARACTER

CHARACTER COUNT

INCREMENT

\

YES /GET MODEM STATUS

IS DSR=1 7

DELAY
PERIOD

OVER 7

DISPLAY
ERROR
MESSAGE

NO _

L

WAIT FOR LAST CHARACTER

l RETURN )

Fig. 4412 Flow diagram of Receive routine



FW

l

LOAD

FILE HANDLE

Y .

CLOSE

FILE

‘RETURN?

WRITE THE
CONTENT OF

PACKET INTO

THE FILE

L

IS IT LAST N

PACKET

'REQUEST

TO SEND NEXT

PACKET

‘RETURN)

Fig. 4_,13Flow diagram of

File Write routine

N

[

EOY

Y 1S. IT FOR N

FILE TRANSFER

CLOSE FILE

e

RETURN } -

Fig. 4,14 Flow diagfam of

End of Text routine

3
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YES

( compres _)

NO

SCREEN D1ISPLAY

IS8 I'l! FOR

[CALL NETWORK SCREENI

DISPLAY THE

CONTENT OF

PACKET

\
SWI'TCH BACK

TO USHER SCREEN

—__l

_/ N ) ’ .
1S LT A  TEXT FRAME

N i s : Y
CON'TROL FRAME

I

IS IT A

N <is IT EOT> ¥
—.-..-._..-.—.-.._.-.-.—-—_]

\
( RETURN )

A
REQUEST

1s 17

FOR

EOT

Y

RETURN

IS 1T NEGATIVE

ACKLOWLEDGMEN'

PACKET TRANSMITTED \

[EoT |
v
IS IT
N FILE WRITE
ACK ,
v
IS IT
"FILE TRANSFER Y
N /ﬂs IT FOR >
\REMOTE ERROR

y
DISPLAY

ERROR

MESSAGE

(RETURN')

MORE THAN FIVE 'llI”IL/

l.

THE PACKET

TRANSMILT AGAIN

Fig. 4,15 Flow diagram ot Command Processor routine



FACK

l

GET FILE

HANDLE

READ THE
_255 NO. OF
CHARACTER FORM
THE FILE &

TRANSMIT

CLOSE FILE

_YES EOF REACHED> NO °

‘ ot
RETURN

Fig. 4,16 Flow diagram of

File Ackhowledge routine

GFT

DISPLAY
PROMT FOR

LOCAL FILE NAME

GET LOCAL

FILE NAME

& SAVE FILE HANDLE

CREATE FILE

SEND REQUEST

FOR FILE

{RETURN )

Fig.4,17Flow diagram of
File Name getting

routine

>



READ

FTR.

1

_/ IS IT FOR

OPEN FILE

FOR READ

\READ OR WRITE

CREATE FILE

NONE

(RS

SAVE

FILE HANDLE

REQUEST TO
CREATE FILE

(RETURN’

Fig. 4,18 Flow diagram of File Transfer routine

N ' :
NO <<ERROR ?\____YES

SAVE

FILE HANDLE

L

SEND REQUEST

FOR FILE

'RETURN)

DISPLAY

ERROR

MESSAGE

(RETURN)
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Lol Introductiob

[he chotoes of a LAk archiltecturae  is based on many
fFactors. But  one of Lhe most raportant factprs is the'per~
Formance of the probocol. Throuthdt and re%pdnse pime of a
networlk under heavy load are often givaen Spécial-impértanoe.
Among  Ehe many facteor:s which int lugnces the effilciency of a
prdtocol are whether ftrames are &f fixed =ize or wvariable
lanath, .whether piagybacking iz used or not, whether the
protocol is pipelinad or Stop—and;wait, Whether the line 15 |

Palf— or Full-dusler, and the =tabistical characteristics of

Fhe tranzmizslion artors.
CS.?2 fAnalysis of the Protocol

For the analvsis of the protoccol, 1toa

W

aszumed that
tﬁere are N active s=tations 1n tha network and =sach Statibn
1 always praparesd to transmit a packet I'his allows to
deve[op.an axpre==iion For maximum achlevable throughput. The

tfollewing notatiron=s will be used Tor the analysis of = the

protocol.

2 = Channel Capacity 1n bes
A = Mumber of bits 1in Acknowledament : ) .

D = Mumber of bits i1n Text frams

Pe .= Probabkility éf a bit in Ertror

H. v Number of bits i1in the frame header

I T Interrupt service time and propagation delay

P = Probability that. an Acsknowledgmant ffame or a Text

trame 1= damaaged or Lot
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Pt = Probability that a Text frame - -is damaged or lost in a

node
Pa = Prokability that an Acknowledament frame is damaged or

lost 1n a node.

b = PMean number ot retransmissicn of text frame

T = Timeout interval

U = Channel Utilization

It 1s aszumed that the sendér begins to send - a frame

at time 0.
Case I: Without considering the effects of errors.

Since the capacity of the channel is C bps, then the

time taken to send a frame is (D+H)/C.

fAs the interrupt service time and propagation delay

1s I, Lhe last bit arrives at the 2nd computer at (D+H}/C+I.

The last bit arrives at the Z- and 3-node apart sta-
tions at 2*%{(D+R)/C + I} and 3*{(D+R)/C + I} respectively.

If the destination station 1s n-node apart from the
transmitting station then the last bit arrives at the

receiver at time n*x{(D+H)/C + I13.

After reb91vinq the text frame, the receiver will
"send the aoknowledgmént. S3ince there are N number of active

stations on the network and since the bit-flow on the net-
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work loop 1s unidirectional hence the time at which the

transmitter receives the last bit of acknowledament 1is

nE{(D+H)/C + 1) + (N-H)*{A/0+1}

The band width occupied by this frame is ¢ multiplied

by the time taken o
C ok |Ink{(D+HY/C + I} + (N-n)*{p/C + 1]
= (DHHY*N + (N-n)+A + NAT O

The number of bits actually transferred is D. So the

channel efficiency, U=D/[(D+H)*n+(N-n)*A+N*1%(]

Averaqe Channel Utilization: Sinee there are N number of
active stations with qual priority and since the bit-flowW
on the network loop is unidirectional, hence the distance
petween the 'aeﬁder and receiver may be taken oﬁ average as

N/Z.

Hence on averadge -the last bit arrives at the'receiver
at time-O,S*N*{(D+H)/C + I}y and the time at which the traﬁs—
- mitter receives the last bit of acknowWledgmant is
O.5%N*{ {(D+H)/C + 13 + {A/C + 1}].

o

S0, Average Channel Utilization

Usgw = D/[O.54N*{D+H + A + 2XI*C)].
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HSrnce b v PO

lay = /0.5 ENACHHHEA Y]
S RS IMEC LYY L
Casea 11: GConsiderinag the Lranzmlission errors,
1¥ the frame 13z damaged or lost | the sender will time
out T seconds aftter the last bit it bas sent. Thus an un-
successtful transmission uses DHH4C*T bits worth of transmis-
Sion capacity. It the mean number of Lhransmis=ions per frame

iz R, then the "tetal capacity used for the R bad. frames and

one qood'frame 15
RELDFHFCHFT ) 4+ (DHHYIEN 4+ (W-n)*n + N*T

A frame 1s succeszstull 1f bolh the text trame Vand the
acknowledasnent Frama ar e cofrectlv. received. _ The
'prmpabﬁljtv ot SUCCass for a. text = frame is (1- PT)NQ
Sunilarly  Lhe probability cf zuccess tor an ackowladgement
frame is (leQ5(N~n;j
Hencé the probability of total success 1 (1-P7T)n * (1~
P o=
“ANd tﬁe prebability of tailure, L =1 - (1=-P1n *'(1_pg)(Nn

ey

The probablLlity of Lthat exactly k attaemp= are needed is

(1-L)y*kl.tk=1) 0 %o the expected number of transmission per
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Feame 1% 1/7(L-LY and an ex¥pected number of retransmissions,

RS A O I
Hence Channel Utilizaticn

U oz D/ L/ (L= 3% (DHHFCHT)Y + (DEH) N+ (N-n)*A + N+&T )

whevre T = N*L(LDHH)/C+HT)

Biverage Channel Utillization : ln this case n becomes N/2.
Henoe the probahbility of "failure,. L = 1-(1-Pg)N/2 *x (1~

Fg YW/ 2 Since ASH is used in bhe protocol and bthe protabil-

ity Lthat a bit 1s 1n =srror- 318 Pe. so we obtain

L = l“(i“PE)N*tH+U)/3¢(l;pE)an/z

= 1-(1—-Pp )H¥(EH+D, /2
and Uay = DAL/ (L= ) b (DAHSCHT IO SENF I DHHEA+2F THT)

Jince a serial card is used for communication between two
Mocas (1., channgL capac) by, Cois low) and the Lime neéded
for the interrupt sarvice 18 1n bhe range-of'm%liaecond, we
can i1ancie thé ter&a éontaininq tha product of ©C and 1. Now

the above exprassion beaecomes
Uaw = LA/ 0=1) s %0 L4H/DY + O 9t de (L4223 H/D) ]

Ihe tollowings atre the graphical reprantation of differant

values.
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Average channel utilization in %

Probability of a byte error is taken as .01 %

100

10 ] 1 |. _ i i

2 | 4 : 6
‘Number of active stations, N

o= 64-byte packet: +4:256-byte packet: A=1024-byte packet

-5
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6.1 CONCLUSIONS

The token ring‘local area network has been developed
to provide infqrmatioﬁ interchange among a group of
microcomputers by using minimum hardware elements; The func-
tion of the interface of a computer to the network is: sup-
ported by the asynchronous coﬁmunication adapter or
equivalent. This " adapter is very much popular and may be
even found to be fabricated on the mother board of the sys-

tem unit of a microcomputer.

There is no need to load the ,comﬁunication software every
time a user wigshes to begin communication. The communication
softwarg is kept stay resident in the memory after the com-
puter is booted.' The loéding module of .the communication
sbftwaré ~does not.allow multiple copies of the softwares in
the memory as stay resident. It thus prevents the blockiﬁg
of spaces in the memory by the stéy resident programs. Com-
municatidn starts by interrupting phe current processing of
the computer and the halted processing ig restored at the
end of communication. The baud rate, parity bi£, 'nﬁmber of
stagt and stop bitse can be changed by modifying the loading
module slightly. The network software pfovides two screens-
one is for user’é normal local functions and the other .is

for the network functions.

The use of asynchronous communication adapter and the.
processor of the system as'an interface to the token ring

local area network reduces the cost of the hardware
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elements. The extension of the network is very simple and
the required cost is simply additive on the excess elements
involved. If a new computer with the asynchronous_éommunica—
tion adapter 1is to be brought wunder the network, the
hardware-elements needed are a 25-pin connector and a 3-wire

cable.

However, any -type of communication between any two

computers of the network requires the involvement of all the

active computers. Thus, with the increase of the number of
the microcompute;s in the network, the performance'of the
normal processing of each computer will deteriorate. This
kind of drawback is not, however, wuncommon in other avail-

able contemporary network systems.

The main objective of the research was to develop a
low cost network for digital data transmission among ﬁ group
of computers within a limited geographical area. Now it can
be stated that though the network software does not provide
all the sophisticated features which are othérwise avail-
able in many contgmporary systems, this network still has-
'its own distinction for its low implementation cost, minimum
extra hardware requirement, easy maintenance and simple pro-

cedure of installation and operation.

6.2 FUTURE SCOPE QF WORK

The networking technique may be the basis of implementation

of other desirable netwbrkrfacilities like remote logging,
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interfacing with other network. A modem or a serial card may

be used to interface the network with other networks.

Besides, the
determine its
speed of data

mission time,

maximum length of packet gize may be varied to -
effect on the loop wutilization and on the
transfer on the network. Study of Mean trans-

Mean waiting time, the maximum radius of ring

loop may be other areas of future work.



:*#***_***!'it***#****************t***tt***ﬁ.*}*******t*t*tt##*##*##**#*X#*##*#*X*
: .
i NETWORK SOFTWARE

i This software witl load the interrupt routine

; into the computer memory and stay resident. until

. a reboot, )

v The software has two parts:

; i) Transmiti Houtine .

; 11) Receive Routine

St RS RS S E N S R P S S S R R R P RS R P R R F RS S E R ST R EE RN RS SR RS SN ESSES SRS S §

CODE SEGMENT PCODE?
MAIN PROC AR C
ASSUME CS:CODE,DS:CODE,SS:CODE, ES: CODE
JMP LOAD :
FLAG D OAAAAL
MATN ENDP
INTR PROC FAR
Sl SSET LETERRUET 1 1LAG
PUSH AX TSAVE REGISTERS
PUSH 13X
PUSH - CX
PLSH DX
FUSH S1
PUSH I ,
PLSH b | : - :
PUSH S '
MOV AN, 08
MOV DS, AN
MOV Al ZOH
OUT U0, AL
MY DX, 3FEH CABLRESS OF MSR
[ 2 ALY CINPUT IGREN STAVIUS
AN Al 20N CTEST ROK DS =
J7 L BU COREHEL JNO VR IS A FALSE IR TERRGDT
MOV S ORESET TNRUE kK
INT 6 24 S U NN ER Y el
e TR SO ORROR KR VR RROR
g7 1133 CTEOERR OTHES DLSELAY KRR MS.
NOA S, OFFSET Wi kL
CALL 1S CONNCR G OF RECEIVED PACKET
. OR LB
d7 0K
TBO: BAMY M4 0 ' PO+
O : Cp D1, INBUFR+8 ,
Y O '
ST CONLWORE PTROLNBUFR+ 3

Sl AN ;Y ‘ )



iB1:
16:

OK1:

ro:

ITNTR

IS
StH
MOV
CMP
JZ
CMP
JNZ.
MOV
ADD
MOV
MOV
ADD
MOV
INC
LOOP
MOV
CALL
“JMP
JMP
MOV
ADD
MOV
MOV
ADD
MOV
INC
LOOP
MOV
CALL
JMP
MOV
MOV
MOV
CALIL
MOV
LN
POP
POP
fe i
I
SOy
0P
PO
POop
Lh
SUR
ROV
INT
JE

ENDP

BX,WORD PTR INBUFR+3 -

BX, 2
AX, U

BYTE PTR INBUFR+1,1

16

BYTE PTR INBUFR+1,5 -

o
81, OFKFSET
S, AX
DL, ['S11]
StL, OFKSET
S1,AX
{S1],DL
AX
17
S1, OFFSET
TRN
10
11
S1, OFFSET
S1,AX
DL, [SI]
ST, OFFSET
S1,AX
[SI1,DL
AX
16
S1, OFFSET
TRN |
1O

INBUFR+Z

CFRAME+Z

CFRAME

INBUFR+2Z

QUTRBUFR+2

OUTBUFR

DL, LINBUFR+7

81, OFFSET
{S1],DL
COMPRCS
DX, 3FEH
AL, DX

iDE '

NS

Dl

51

(BN

iy
LI

AX

AL, AL
D, 3
6O
1o

DESTN

sCALL COMMY - PROCESSO-
TADDR. tor ASR
CREAD IN o0 10 CLEAR 8250. INT

CRETURN TO FOREGROUND JOB.

TOK+3

A-Z

PENDING



KBDUHRK

KCZ:

-

RO
ST
PUSH
MOV
PN
7
CMP
JNZ
puUsSH
PUSH
PUSH
PUSH
PUSH
PUSH
PUSH
SUB
INT
MOV
MOV
MOV

. CALL

MOV
MOV
MOV
INT
MOV
MOV
LNT
MOV
MOV
MOV
MOV
MOV

- MOV

MOV
MOV

MOV

LNT
AND
CMP
37
CMP
JZ
CMP
37
CMP
Jz

CMP

JNZ

FAR

AN

Aty 1
OBH
NOCHR1
AX, 1FDOH
NOCHR 1
DS

ES

Sl

DL

DX

CX

BX .
AH, AH
OBH
AX,CS
DS, AX
AL, OAAH
SCRN1

SIT,0FFSET

CX, 17
DN, 1024
60UH

S1,0FFSET

DH, 2
6UH

81, OFFSET
DL, DESTN
[S1+8], DL
S1, OFFSET
[S1+8],DL

DL, ADDR

[S1+7],DL
S1,0FFSET
IS1+7],bL

"61H

AL,UDFH
AL, 'Q’
EXET
AL, 's’

FILESEND

AL,'G’

FILESEND-3

AL, "M’
SENDMSG
AL, 'C?
EXLT

CENADBLE INTERUPT
SAVE USER'CQMMAND
PCHECK IF CHAR AVAITLABLE

:NO CHAR
JYRES, THEN 18 1Y ALT-S

“NO. THEN DO AS USER WANTS.

SAVE REGISTERS

;REMOVE ALT-S FROM KBD BUFR

JSET DATA SEGMENT KEG

(SWITCH TO SCREEN 1

ADPRMT

:display ADDRESS prompt

DESTN

P INPUT DATA FROM KBD
OUTBUFR

CFRAME

OUTBUFR

£



MOV AL, 12 ' . a-4

MOV bH, 4
INT ' KON
dMP EX LT
NOCHIGT . JMP NOCHR
SENDMSG: MOV © SI1,0FFSET MESS s INBUFR-10 .
MOV CX,10
MOV DX, LOZH
ENT 60H idisplay message prompt
MOV S1,0FFSET OUTBUFR+Y 27
MOV ‘ DH, 2
LN B0H + INPUT DATA FROM KBD
SuUB AX, AX : -
MOV SI,0FFSET OUTBUFR
MOV WORD PTR {S8143],AX
MOV WORD PTR {S1+5),0017H
ADD BX,Y T
MOV SI,0FFSET OUTBUFR
. CALL . TRN ;AND THEN TRANSMIT 1T
EXIT: CALL CHSCR ;SWITCH BACK TO USER’S SCREEN
EX1'19: pOP BX {RESTORE REGISTERS
POP CX
POR DX
POP DY
POP S1
PoP ES.
POP DS .
NOCHR : POR AX SGET BACK TO USER’'S COMMAND
CMP AH, T
J7 FILESEND-8
INE - UBH
nnl: IRET
INT UBH
RET 2
JIMP F1LEGET
FILESEND:
CMP BYTE PTR TSTAT+1,0 _JCHECK FOR CHNL BUSY
JNZ BUSY. '
MOV S$I,0FFSET SLOC iMSG+71
MOV CX,24 i1
MOV DX, 102H
INT 6UH _
MOV S1,0FFSET CFRAME+32  :2;READ NAME OF FILE 10 SEND
MOV DH, 2
INT BOH
DEC BX
DEC BX _ E
. MOV S1, OFFSET CFRAME+32
MOV BYTE PTR [S1+BX),0

_INC BX



MOV DX,sL . ) A=

MOV AX,3DUUH ;OPEN FILE FOR READINC

LN 21H ‘

Je " ERR ,

MOV WORD PTR HANDLE,AX {SAVE HANDLE

MOV S1,0FFSET SREM tMSG+Y2

MOV CX,29 . 1 8

MOV " DX,102H

INT EOH

MOV " SI1,0FFSET CFRAME+9 163 READ REMOTE DEV/FILE NAME

MOV DH, 2

INT BUH

DEC BX

DEC BX

MOV S1, OFFSET CFRAME+Y

MOV " BYTE PTR [S1+BX],0

INC BX '

MoV SI,OFFSET CFRAME

MOV BYTE PTR [SI+2],11H

MOV BYTE PTR [SI+5],01H

MOV BYTE PFTR TSTAT+4,1 {SEND FLLE OPCODE

ADD BX,9 . 3 7

CALL TRN

JMP EX1TY ‘
BUSY : MOV S1,0FFSET MSG-14 iDISPLAY CHNL BUSY MSG.

MOV CX,14 ' '

MOV DX, 102H

INT 60H

JMP EXLT )
ERR: . MOV . DH, 3

INT 60H

JMp EXIT
FILEGET: CMp BYTE PTR TSTAT+1,0

JNZ BUSY

MOV SI,OFFSET GREM : INBUFR-65

MOV CX,29 7

MOV DX, 102H

INT BUH

MOV S1,0FFSET CFRAME+Y 16

MOV DH, 2

INT 60H

DEC BX

DEC B '

MOV S1, OFFSET CFRAME+Y

MOV BYTE PTR ISL+BX],0

INC . BX )

MOV S1,0FFSET CFRAME

MOV BYTE PTR |S1+2],11H

MOV BYTE PTR {SI+5],0

ADD BX, 9 T



CALL
JMP

KBDCHK ENDP.

TN
EXITY

A-6

;//////////////////////////////////////////////////////////

' SUBROUTINE FOR TRANSMI l"'l'TNG DATA PACKET _ H
; Input 51 = Pointer to packet
; BX = # of bytes to transmit’

; Cutput

None

e wae ws

R O S R N N N N N N N N N A N S R R RN

?

TRN PROC
H PUSH
: MOV

3 MOV
; MOV
; INT
; POP

MOV
INC
INC
PUSH
PUSH
MOV
CALL
MOV
POP
POP

MOV
‘AN
LOOP
MOV
MOV
ourT
MOV
MOV
IN
AND
; JNZ
LOGR,
- MOV
mov

TG .

T1:

dee
cmp
Jz
MOV
IN

NEAR

51

SI,OFFSET

CX,b
DX, 102H
6 UH

SI

AX, BX

AX

AX

AX

S1
{SI+3],AX
FCS
[SI1,BX
SI

BX

CX, 1000
AL, Z20H
TT9
DX, 3FCH
AL, 1
DX, AL
C¥X,4800
DX, 3FEH
AL, DX
AL, 20H
T2
T3
CX,BX
bx, 5000
bx
bx,0
t5
‘DX, 3FDH
AL, DX

PTRN

IN AX
TO BYTE COUNT

iBYTE COUNT ,
s ADD 2 FOR ¥CS
:SAVE BYTE COUN

;SAVE POINTER .TO PACKET
;BYTE COUNT IN PACKET
;CALCULATE FCS FOR THE PACKET
APPEND FCS TO THE PACKET
yRESTORE POINTER

GET BYTE COUNT

yADDRESS OF MCR
JACTIVATE DTR & DEACTIVATE OUT2

; ADDRESS OF MSR l
yGET MODEM STATUS,

; ISOLATE DTR BIT
yWALT UNTIL DSR = 1

ADDRESS OF

VGE'T

L&
LINE STATUS



tt3:

T4:

5

'PRN

SCRN1

D23

P1:

SCRN1

AN
Jnz,
Jmp
MOV
MOV
INC
ouT
LOOP
MOV
MOV
LN
AND
JZ
LCOP

MOV

MOV
ourT
RET
ENDP

PROC
PUSH
PUSH
PUSH

MOV
CMP
J7
MOV
MOV
INT
MOV
MOV
MOV
MOV
ADD
MOV
MOV
MOV
5108
ITNC
LOOP
POP
POP
POP
RET
ENDP

MOV
MOV
MOV

TCHECK FOR CTHR EMPTY A=T

Al., 200

tt3 ST+ ‘NO THEN WALT

ttd '

DX, 3F8H s ADDRESS OF THR

AL, |SLI TGET NEXT CHARACTER

S1 s INCREMENT POINTER

DX, AL ' LOAD THR

T2+ :

CX, 5000 :100 GIVE TIME FOR THE LAST CHAR

DX, 3FDH ‘

AL, DX CGET LINE STATUS

AL, 40H iCHECK TxSR EMPTY

T5 “YES THEN T4

T4 'ELSE WAIT

DX, 3FCH *ADDRESS OF MCR

AL, 8 :DEACTIVATE DTR & ACTIVATE OUT2

DX, AL '
iRETURN 10 CALLER

NEAR

AX

CX

Dl

BX, 0

AL, DAAH
D2

BX,51
AX,501H
10H
AX,0BS0OH
ES, AX
DI,3840
S5I,0FFSET
S51,BX
CX,51

AH, 14H
AL, {ST]

MSG+20

yDISPLAY MENU

WORD PTR ES:{DI |

St
1
D1
CX
AX

AX,0B90UH
BE, AX
DI,3840



(g
—

CHSCR

://////////////////////////////////////////////////////fr

; Inp

; Out.

MOV S51,0FFSET PMT2

A-R
MOV CX,51 _

MOV AH, OACH :DISPLAY 'PRESS ANY KEY TO RESUME’
MOV AL, (S]] o

STOS  WORD PTR ES:|DI

INC S1

LOOP C1 ‘ .

INT 61H TWALT FOR ANY KEY PRESS

MOV AX,500H  ;SWITCH BACK TO USER SCREEN

LNT O 10H _ ’

RE'T : ;Retur‘n'

ENDP

SUBROUTINE FOR EVALUATING CRC OF DATA PACKET
ut : BX : no. otf data bytes

SI : pointer to packet
put: BX : 18 - bit CRC

.
2
.
?
.
¥

.
¥

A R R N N R R N S N N N R N R R R R R R R

FCS

CRCO: .

CRCZ:

FCS
ACKNLG

PROC NEAR
PUSH X
PUSH DX .

SUB - DX,DX {INITIALIZE CRE TO ZERO
MOV AL,[S1] 'GET NEXT DATA BYTE

INC ST ; INCREMENT POINTER

MOV CX,8 (INITIALIZE BIT COUNT
MOV AH, AL . L

XOR  AH,DL
AND  DL,OFEH
SHR AL, 1
SHR  AH,1
JNC  CRCZ
XOR  DX,4002H
OR DX, 1
ROR DX, 1
LOOP  CRCI
DEC  BX

JNZ  CRCO
MOV BX,DX

rop DX

POP CX

RET
ENDP

PROC NEAR

MOV 51,0FFSET CFRAME

MOV * [81+21,AL

MOV AH,BYTE PTR INBUFR+2

MOV [S1+5],AH



MOV DL, ADDR ' A=Y

MOV 15147, DL

MOV DL, DESTN

MOV CISE4B], DI,

MOV BX, Y .6
CALL TRN

RET

ACKNLG  ENDP
:////(////////////////////////////////7////////////////////;
; COMMAND PROCESSOR :

AN N R N N N N N N N N N N N N N N N N N N NN RN

.
’

COMPRCS PROC NEAR
; INT 60H
; .
CMP BYTE PTR INBUFR+1,1 118 1T SOH?
INZ CF :NO THEN GO CHECK FOR ENQ
MOV " CX,WORD PTR INBUFR+3 ;BYTE COUNT IN CX
SUB CX,11 'y ,
CMP BYTE PTR INBUFR+6,0 : PACKET FOR SCREEN DISPLAY
L UNZ Fw ‘ '
CALL SCRN1
‘ MOV SI,0FFSET INBUFR+9Y 7
MOV DX, 1UEH
INT - 60H
: MOV AL, 6
; CALL ACKNLG
CMP BYTE PTR INBUFR+5,17H ;IS IT LAST BLOCK
JINZ Fw-1 ' ’
CALL CHSCR JYES THEN SWITCH BACK TO USER SCRN
RET ‘
fwe mov " si,offset inbufr+7
: mov dx, 1Uch
: . int BUh
FW: MOV DL, INBUFR+7
CMP DL, DESTN
CJINZ FW_RET .
MOV BX,WORD PTR HANDLE+2 :FILE WRITE
MOV DX ,0FFSET INBUFR+Y 31
MOV AH, 40N '
INT 21H
JC DC 4
MOV AL, 6 )
CALL - ACKNLG
CMP BYTE PTR INBUFR+5,17H
INZ DC2-1
MOV BX,WORD PTR HANDLE+?Z
MOV AH, 3EH
TINT 21H

. CALL CHSCR



~ FW_RET: RE'T

V= | ()
DC2: - MOV " S§1,0FFSET CFRAME+62
MOV CX,14
MOV DX, 102H
INT 60H
MOV AL,BYTE PTR 1NBUFR+5
nea: MOV - DH, 3
INT - . BUH
CALL CHSCR
RET _
DC3: S MOV AL,BYTE PTR INBUFR+6
' OR AL, AL
“JINZ : FACK-6
CALL GFN
Jc DC4
MOV _WORD PTR HANDLE+2,AX
MOV AL,6 '
CALL ACKNLG
RET
CF: - CMP " BYTE PTR INBUFR+1,5 :1S IT ENQ
INZ. CF-1
MOV AL,BYTE PTR INBUFR+2
CMP AL, 4 L1s 1f EOT 7
Jz EOT _
cMp AL, 6 118 1T ACK
Jz . FACK ' )
CMP AL,11H {18 1T DOl
Jz FACK-3 .
CMP AL,12H - ;1S 1T bee
JZ DC2
CMP AL, 13l . 118 17T DC3
J7 pCc3 - _ - )
CMP AL, 15H :18 11 NAK
INZ EOT '
LNC BYTE PIR TSTAT+2 : INCREMENT NAKCOUNT
CMP BYTE PIR TSTAT+2,5 ;MORE THAN 5 NAKS 7
Jz. - - EOT '
MOV BX,WORD PTR OUTBUFR+3
DEC _BX
DEC BX
CALL TRN
REY
EOT: - MOV AL, 12
MOV "~ DH, 4
LNT 80H , .
CMP . BYIE PTR TSTAT+1,1
J7 CF8 .
MOV BX,WORD PTR HANDLE

MOV AH, 3EH



CFS:

FACK:

SF:

CF10:

CF9:

CFz0:

DC1:

INT
MOV
MOV
RET
JMP
JMFP
CMP
JNZ
MOV
MOV
CMP

"JNZ

MOV
CMP
JNZ
MOV
MOV
MOV
MOV
INT
JC

MOV
MOV
CMP
JNE
MOV
MOV
MOV
MOV

MOV -

MOV
MOV
ADD
CALL
MOV
RET
MOV
MOV
JMP
CALL
RET
CALL
MOV
MOV -
OR
Jz
CMP
JINZ
MOV
MOV
INT

21H .

BYTE PTR TSTAT+1,0

BYTE PTR TSTAT,O0

Sk

DC1

BYTE PTR TSTAT, 1

CF9

BYTE PTR TSTAT+2,0 ;;RESET NAK COUNT
BYTE PTR TSTAT, 0 {RESET NAK COUNT
BYTE PTR TSTAT+3,1 ;MORE PACKETS TO SEND?
CF20 : 9 ;NO, THEN RETURN
DL, INBUFR+7

DL,DESTN

CF9

BX,WORD PTR HANDLE

AH, 3FH

CX, 255

DX ,O0FFSET OUTBUFR+9 2 7

21H

FERR

S1,0FFSET OUTBUFR

. BYTE PTR [SI+6]},01

AX, 255

CF9+1 : .

BYTE PTR TSTAT+3,1 {SET MORE FLAG
BYTE PTR [SI+5},1 . :SET WRITE CODE
BX,AX

DL, ADDR

[ST+71,DL

DL, DESTN

[SI+8],DL

BX,9 o 7

TRN

BYTE PTR TSTAT, 1

BYTE PTR TSTAT+3,0  ;RESET MORE FLAG
BYTE PTR {SI+5],17H SET EOTB FLAG
CF10

CHSCR

SCRN1 , ‘
DX ,OFFSET INBUFR+9 16

- AL,BYTE PTR INBUFR+5

AL,AL :IS IT OPEN FI1LE FOR READ
OFR ’

. AL,1 ;IS IT OPEN FOR WRITE

CF9
AH, 3CH
CX,20H
21H

A=11



FERR: .

"OFR:

DREADY :

COMPRCS
GFN

JO

MOV
MOV
MOV
JMP
MOV
MOV

MOV

MOV
MOV

MOV
MoV

MOV
MOV
MOV
MOV
CALL
RET
MOV
TN'T
JG©
MOV
MOV .
MOV
MOV
MOV
MOV.

MOV |

MOV
MOV
MOV
MOV
MOV
MOV
CALL
RET
ENDP
PROC
MOV

MOV

MOV
INT
MOV
MOV
LNT
DEC
DEC
MOV
INC
MOV
MOV

CAX,0113H

FERR

WORD PTR HANDLE+2,AX
ST,OFFSET CFRAME
BYTE FPTR [ST+61,1
DREADY ‘

AH, AL

AL, 12H

SIL,0OFFSET CFRAME
[S1+2],AL
{SL+5], AH

DL,ADDR
[SI+7),DL

DL, DESTN
[S1+8],DL

BYTE PTR [SL+6],1
BX, 9

TRN

AX,3DOO0OH

21H

FERR

WORD PTR HANDLE, AX
SI,OFFSET CFRAME
BYTE PTR {81+6],0
BYTE PTR TSTAT+3,1
BYTE PTR TSTAT,1
“DE3 & CH#
[SI+2],AL
fsI+5],AH

DL y ADDDR
[S1+7]1,DL

DL, DESTN
1S1+8]),DL
BX,9 M)
TRN ‘

NEAR

SI,0FFSET GLOC
CX,29 ’
DX,102H

60H

S1,0FFSET CFRAME+32
DH, 2 -
KOH

BX

BX _
BYTE PTR [BX+S1),0
BX

DX, ST .

AH, 3CH

ifile write

yERRCOR IN CH#

7

handle

;file read handle

T SET MORE FLAG

ySET TRN STATUS FLAG

; BY' 'L COUNT

: INBUFR-38
. 8

LR VA



GEN

TSTAT

HANDLE
MSG

"sLoc
SREM
GREM
GLOC
MESS
INBUFR
OUTBUFR

CFRAME

PMT2
RECEIVE
INVAL
PMT3
ADDR
ADPRMT
DESTN
 PINTR
PTRN
PSCRN1
PCHSCR
' PFCS
PACK
PCOMP

LOAD

MOV

INT
RET
ENDP

DB
DB.
DB
DB
DB
DW
DW
DW
DB
bB
DB
bB
DB
DB
Dy
DB
DB
DB
DB
DB
DB
)5
DB
DB
DR

.bB

DB
DB
DB
DB
DB
DB
DB

DB
DB
DB-

-DB

DB
DB
DB

PROC -
SUB
MOV
MOV

Do o oC S C

CX, 20H ' ' : A1
21H S

. TRANSMITTER STATUS
. CHANNEL STATUS
:NAK COUNT

‘MORE FLAG

*OPN. CODE

'CHANNEL BUSY’,13,10
'"RECEIVER NOT READY’',13,10

'1M=Message G=GetFile S=zSendFile C=ClearScreen ' -

'Q=Quit’ :

'FILE TRANSFORMATION IS GOING ON. PLEASE WAIT .
*SEND FILE <local file name’:’ '

'TO <remote file/device name>:’

'"GET FILE <¢remote file name>:’

'70 <local file/device name>:’

'MESSAGE : '

267 DUP (?) < [NPUT BUFFER

22,1 ‘ . :SYN,SOH _

5 DUP (?) ‘HEADER :SEQ #,COUNT(16),CH #,0PCODE
258 DUP (?) s TEXT.

22,5 : 1SYN, ENQ

30 DUP (7)

30 DUP (7)

*REMOTE ERROR: '’
'PRESS ANY KEY TO RESUME

RECEIVER : ’

' INVALID RECEINVER. TRY AGAIN’
*ADDRESSEE ABSENT !

0! '

'REMOTE ADDRESS : '

10 DUP (7)

"INTR '
'TRN !
'SCRN '’
'*CHSC ’
'FCS !
'ACK
'CoOMP '’

NEAR
AX, AX
DS, AX
ES, AX

]



L2:

LOAD
m"ane

. MOV
MOV

CMP

JZ

MOV
MOV
INT

" CLI

MOV
MOV
MOV
MOV
MOV
MOV
MOV
MOV
REP
MOV
MOV
MOV
MOV
MOV
MOV

MOV -

ouT
MOV
MOV
OouT
IN

AND
ouT
STI
MOV
MOV
LNT

B

MOV

MOV

MOV
CMP
INZ.
ST1
MOV
MOV
MOV
MOV
INT
MOV
INT
ENDP
AN

MOVSEB

"SI1,30H

AX,OFFSET
[SI],AX
1.2

AX,00E3H
DX,0000H
14H

S1,48
AX,OFFSET
[S1],AX
AX,CS
[SI1+2],AX
SI,58H
DI, 2CH

CX, 4

INTR

s INITIALIZE

INTR
;SAVE OFFSET OF SERVICE ROUTINE

:SAVE SEGMENT OF SERVICE ROUTINE

AX,OFFSET KBDCHK

S1,58H
ts1],AX
AX,CS
[SI+2],AX
AL, 8

DX, 3F39H
DX, AL

" AL, 08H

DX, 3FCH
DX, AL

AL,21H
AL; OEFH
21H,AL

yADDR OF IER

;ADDR. OF MCR
:ENABLE 8250 INTR. SIGNAL
:READ 8259 IMR

.yENABLE IRQ4

DX ,0FFSET LOAD -

AX,3103H
21H

"PROGRAM IS ALREADY RESIDENT',7,13,10,'$’

AX,[SL+2]
DS, AX
SI,OFFSET

FLAG

WORD PTR [SI],0AAAAH

L1

AX,CS
DS, AX

DX,0OFFSET L2 - 31

AH, 09H
21H
AH, 4CH
21H



CODE . SEGMENT PUBLIC 'CODE’

MALN PROC FAR

ASSUME CS:CODE,DS:CODE,SS:CODE, ES:CODE
JMP LOAD '

FLAG DW OA25DH

MAIN =~ ENDP

,/////////////////////////////////////////////////////,
; INT 60H FUNCTION DISPATCHER PROCEDURE
; INPUT : DH = FUNCTION NO,

; -0 = Get a character from kbd. ;
: 1 = Display string ' ;
; 2 = Buffered keyboard entry :
: 3 = Display error message :
: 4 = Display character :

,\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\,

!

DISTB PROC 'FAR
STI -
OR DH, DH
JZ GC 3 GET CHAR
DEC DH
Jz GC+3 ;DISPLAY STRING
DEC DH .
JZ GC+6 ; BUFFERED KEYBOARD
DEC " DH
JZ . GC+9 ; ERROR MESSAGE
DEC DH ,
Jz DC ;DISPLAY CHARACTER
IRET

DC: CALL .  DISPCHAR

, IRET

GC: JMP NEAR PTR KBD
JMP NEAR PTR DISP,
JMP NEAR PTR BUFKBD

~JMP NEAR PTR DISPERR.
DISTB ENDP

,/////////////////////////////////////////////////////////,
3 PROCEDURE DI1SPLAY CHARACTER
: INPUT : AH = Attribute

3 " AL = Character to display
; OUTPUT : None
,\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\,

l
.
il

¥

DISPCHAR PROC NEAR
PUSH AX
PUSH BX
PUSH CX
PUSH ] DX

CMP AL, 13 ;1S IT CR ?

-1



- DC1:

DC2:

DC3:

DC4:

DC5:

"DCB:

MOV
MOV
INT
SUB
JMP
CMP
JNZ
MOV
MOV
INT
INC

CMP

JA

JMP
CMP
JNZ
MOV
MOV
INT
OR

JZ

DEC
JMP
CMP
JNZ

MOV |

MOV
SUB
MOV
INT

- SUB

JMP
MOV
MOV
MOV
MOV
ENT
MOV
MOV
INT
INC
CMP
JNA
INC
5uUB
CMP
JA

MOV

MOV

ENT

bC1
AH, 3
BH,1
10H
DL, DL
pC6
AL, 10

. bc2
AH, 3

BH, 1
10H
DH
DH, 23
DC7
DC6
AL, 8

-DC3

BH, 1
AH, 3
10H
DL, DL
DC6
DL
DC6
AL, 12
DC4
AX,600H
DX, 174FH
CX,CX
BH, 7
10H
DX, DX
DCé
BL, AH
AH, 9
BH, 1
CX,1
10H
AH, 3
BH, 1
10H
DL
DL, 80
DC6
DH
DL, DL
DH, 23
DC?
AH, 2
BH, 1

-10H

;IS IT LF 7?2

;I8 IT BKSPC ?

;IS IT FF 72

yEND OF LINE REACHED ?

s END OF PAGE REACHED?



DCH: POP DX

pop . CX
POP BX
POP AX
RET '

DCT7: MOV AX,801H :SCROLL ONE LINE
MOV DX, 174FH : LOWER RIGHT CORNER
SUB CX,CX :UPPER LEFT CORNER
MOV BH,7 - -« ;FILL WITH BLANK
INT 10H '
JMP DC8

DISPCHAR ENDP

,//////////////////////////////////////////////////////////.
H PROCEDURE DISPLAY STRING

'; INPUT : SI P01nter to string

; CX # of characters to display
; DL = Display'Attribute

H OUTPUT: None
,\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\.

!

]

.
¥

.
]

DISP PROC ~ FAR

Do: MOV "~ AL, [S1]
MOV AH, DL
CALL DISPCHAR
INC ST
LOOP DO
[RET

DISP ENDP

/////////////////////////////////////////////////////////,
; : READ A CHARACTER FROM KEYBOARD
; INPUT . None
; OUTPUT : AH = Scan code
; . AL = Character code ;

;\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\‘\\\;-7

.
b

KBD PROC FAR

STI1

K1: MOV AH, 1 +CHECK KBD STATUS
INT OBH _ .-
JZ .. K1 iWAIT UNTIL XEY PRESSED
SUB AH, AH :GET KEY PRESSED
IN'T UBH
- IRET

KBD  ENDP

,/////////////////////////////////////////////////////
; BUFFERED KEYBOARD ENTRY

;v Input ! S8I = Pointer to buffer

H Output : BX = No. of characters entered



ZAATAALTULTALTALALALL AL AR LA LL AL LA ALV A

-
r

BUFKBD  PROC FAR
ST1
SUB" BX , BX ; INLTIALLIZE CHAR COUNT
BKO: INT 61H ;READ .A CHAR FROM KBD
MOV “AH, 3 ; VIDEO ATTRIBUTE IN AH
CALL DISPCHAR. ;DISPLAY THE CHAR
CMP AL, 13 ;1S 1T CR
Jz BK2
CMP AL, 8 ;18 IT .BKSPC 7
Jz BK1
MOV ISI+BX),AL  ;STORE THE CHAR
INC BX ; INCREMENT CHAR COUNT
CMP BX, 254
JA . BK 2 ‘
. JMP 'BKO ;GO GET NEXT CHAR
BK1: OR " BX,BX ;1S BX = 0 ?
JZ - BKO ; YES THEN IGNORE BKSPC
DEC BX ; DECREMENT CHAR COUNT
JMP BKO
BK2: MOV WORD PTR [SI+BX],0DOAH
MOV " AL, OAH
CALL D1SPCHAR
INC BX
INC . OBX
IRET

BUFKBD ENDP

,\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\\,
> DISPLAY ERROR MESSAGE
; INPUT ¢ AL = ERROR CODE ' :
s/ IT 1770070707770 7 7700770707070 7777770777777777777;

.
r

!

DISPERR PROC NEAR
' " PUSH DS
MOV CX,CS
MOV DS,CX
MOV - © BL,19
MUL BL
MOV SI,O0FFSET MSG
ADD SI,AX
MOV CX,19
MOV DX, 104H
INT 60H
MOV SI,0FFSEl MSG-2
MOV CX,2
MOV DH, 1
INT 60H
puoB . DhH

IRET



DISPERR ENDP ' ' ' B-5

4

;/////////////////////////////7////////////////////////////;

; PROCEDURE TO RECEIVE PACKET FROM COMMN. CHANNEL 5
: Input : SI = Pointer to buffer ' 3
5 Output: BX = 0 it error o
5 = no. of data byvtes received otherwise ;

AR e N N N N N N N N N NN N NN AR R RN

¥

REC PROC FAR

;o PUSH Sl .
; MOV SI,0FFSET PREC
: MOV CX,5 '
D MOV DX,102H
: ' INT 60H
- POP SI
SUB . BX,BX y INTIALIZE CHAR COUNT TO 0
: MOV DX,3FCH  ;ADDRESS OF MCR
; ' MOV AL, 1 yACTIVATE DTR & DEACTIVATE OUT2
: _ OUT DX,AL
R1: CALL DATARDY :WAIT FOR RBR FULL
OR "~ CX,CX ;CHECK FOR DEVICE TIMEOUT
JNZ R2 ;NO THEN GO GET CHAR
SUB BX,BX ;SET ERROR FLAG
JMP - R3 s RETURN
R2: . MOV DX, 3F8H ;ADDRESS OF RBR
IN AL, DX : ;GET RECEIVED CHAR. IN AL
MOV [SI],AL - ;STORE CHAR. IN BUFFER
INC SI "~ ;INCREMENT POINTER
INC BX " ;INCREMENT CHAR. COUNT
MOV DX, 4FEH ;ADDRESS OF MSR '
IN AL, DX ' ;GET MODEM STATUS
AND AL, 20H ;TEST FOR DSR = 1
INZ ‘R1 ;YES, THEN GET NEXT CHAR.
CALL DATARDY ;WAIT FOR LAST CHAR
OR CX,CX :
JZ R3
MOV DX, 3F8H
IN AL, DX
MOV [ST],AL
INC BX
R3: MOV DX,3FCH = ;ADDRESS OF MCR
MOV - AL, S8 ;DECTIVATE DTR & ACTIVATE OUT2
our DX,AL .
IRET

REC 'ENDP



.
b

DATARDY

DR1:

DRZ:
DATARDY

MSG

PREC

LOAD

MSG1
L2;:

PROC
MOV
MOV
LN
SHR
JC
LOOP
RET
ENDP

DB
DB
DB
DB
DB
DB
DB
DB
DB

PROC
SUB
MOV
MOV

_'MOV

MOV
CMP
JZ

CLI
MOV
MOV
MOV
MOV
MOV
MOV
MOV
MOV
MOV
MOV
MOV
STl
MOV |
MOV
IN'T
bB

MOV
MOV
MOV

DX,0FFSET LOAD
AX,31403H
21H

AX,[SI+2)
DS, AX
SI,OFFSET FLAG

NEAR .
CX, 12000 +SET TRY COUNT FOR DATA READY
DX, 3FDH s ADDRESS OF ISR '

AL, DX ;GET LINE STATUS

AL, 1 :DATA READY BIT IN CF
DR2 :30 AND READ CHAR IF DR=1
DR1

10,13

"DEVICE TIMEOUT ’

»INVAL1D FUNCTION '

'FILE NOT FOUND )

'PATH NOT FOUND '

'TOO MANY OPEN FILES!

' ACCESS DENIED '

'INVALID HANDLE ’

!REC t
NEAR'
AX, AX
DS, AX
ES, AX
SI,180H

' AX,OFFSET DISTH

[SI1,AX
L2

SI,180H .

AX,OFFSET DISTSB .

[SI],AX - . iSAVE OFFSET OF DISTB ROUTINE
AX,CS ' .

[SI+21,AX i SAVE SEGMENT OF DISP ROUTINE
[SI+6],AX '

[SI+101,AX

AX,OFFSET KBD

{ST+4],AX

‘AX,OFFSET REC

[S1+81], AaX

' PROGRAM IS ALREADY RESIDENT’,7,13,10,"'s$’



LOAD
CODE

CMP
JNZ
STI
MOV

MOV
MOV

MOV
INT
MOV
INT
ENDP
ENDS
END

WORD PTR [S1],0A25DH

L1

AX,CS

DS, AX ,
DX,0FFSET MSG1
AH,9

21H°

AH, 4CH
21H
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